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DIRECTOR OF CENTRAL INTELLIGENCE
Security Committee

SECOM-D-059
10 March 1983

MEMORANDUM FOR: Chairman, Compartmentation Subcommittee
Chairman, Computer Security Subcommittee
Chairman, Personnel Security Subcommittee
Chairman, Security Awareness Subcommittee
Chairman, Technical Surveillance Countermeasures Subcommittee

FROM:

Chairman

SUBJECT: Continuing Oversight of Directives

The DCI Security Committee, through its subcommittee structure, has
developed a number of policy and procedural directives to guide the Community
on security matters. Updating of those directives usually has been done at
the specific request of the SECOM Chairman. Henceforth, I will look to
subcommittee chairmen to maintain continuing oversight of security directives
for which they are responsible to ensure currency and consistency with
requirements and evolving circumstances. I will expect subcommittee chairmen
to undertake revisions of "their" directives on their own initiative as
needed, and to keep the SECOM staff advised of such actions. A 1ist of DCI
security directives, standards and guides is attached, annotated to identify
responsible subcommittees.

Attachment

cc: C/R&D Subcommittee (w/att)

C/UDIS (w/att)
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DCI SECURITY DIRECTIVES, STANDARDS AND GUIDES

FOR WHICH SECOM IS RESPONSIBLE

Responsible SECOM Subcommittee

Compartmentation

Computer

Personnel

Security Awareness

Technical Surveillance
Countermeasures

Title

Security Controls on the Dissemination

of Intelligence Information (DCID 1/7).
Security Policy for Sensitive Compartmented
Information (formerly DCID 1/19).

Security Policy Concerning Travel and
Assignment of Personnel with Access to
Sens;tive Compartmented Information (DCID
1/20).

Security Policy on Intelligence Information
in Automated Systems and Networks (formerly
DCID 1/16).

Minimum Personnel Security Standards and
Procedures Governing Eligibility for Access
to Sensitive Compartmented Information
(DCID 1/14).

Minimum Standards for Security Awareness
Programs in the Intelligence Community.

Procedural Guides 1, 2 and 3.

Note: The SECOM staff is responsible for oversight of the DCID on the
Security Committee itself and for “"Security Classification Guidance
on Liaison Relationships with Foreign Intelligence Organizations and
Foreign Security Services" (formerly DCID 1/10). If SECOM members
endorse and establish a Physical Security Working Group, that body will
be tasked to review "U. S. Intelligence Community Physical Security
Standards for Sensitive Compartmented Information Facilities."
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